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| **PROFESSIONAL SUMMARY** | Cybersecurity Specialist with four years of experience in developing procedures and implementing security solutions in fast-paced environments. Skilled in Risk Management Framework with proven history of delivering exceptional risk management support.  Develop, update, and provide security-relevant information system software, hardware, and firmware. Assist with the management of day-today security operations of the system. And ensure system security policy compliance. | |
| **SKILLS** | * Implementing security programs * Incident Response Management * Vulnerability Scanning * Security Analysis * Data security * Phishing mitigation * Firewall * SIEM * PowerShell * Risk Management * Risk Assessment * IDS/IPS * TCP/IP * NIST * SDLC | * Analytical skill * Leadership skill * Communication skill * Organizational skill |

**WORK HISTORY INFORMATION SECURITY ANALYST** **07/2021 to Current**

**Bego Consult LLC, Upper Marlboro, MD**

* Update and analyze System Security Plan (SSP), Risk Assessment (RA), Privacy Impact
* Support System Owners and ISSO in preparing Certification and Accreditation package for

companies IT systems, making sure that management, operational and technical security

controls adhere to a formal and well-established security requirement authorized by NIST

800-53

* Designate systems and categorize its C.I.A using FIPS 199 and NIST SP 800-60
* Perform Vulnerability Assessment. Make sure that risks are assessed, evaluated and a proper

action have been taken to limit their impact on the Information and Information Systems

* Create standard templates for required security assessment and authorization documents,

including risk assessments, security plans, security assessment plans and reports, contingency

plans, and security authorization package.

* Ensure all Cyber Security artifacts support RMF certification and Continuous Monitoring (CM) in

compliance with FISMA, NIST 800-53, 800-37, CNSSI 1253 and GSA/USDA Policies.

* Work as key team member of RMF process for assigned systems to ensure that all controls are

adequately categorized, selected, implemented, assessed, authorized, and monitored.

* Ensure quarterly vulnerability scans are performed, ensure appropriate personnel are notified of

open findings and that remediation or mitigation is performed.

* Propose, coordinate, implement, and enforce information systems security policies, standards and

methodologies

**CYBER SECURITY ANALYST** **04/2017 to 06/2021** **Gemstone Groups LLC,** **Edgewood, MD**

* Assist with management of security aspects of information system and perform day-today security operations of system.
* Designed company-wide policies to bring operations in line with Center for Internet Security (CIS) standards.
* Assist with preparation and maintenance of documentation (SSP, SAR, SAP).
* Reviewed and assessed systems of different classification, scope, and mission and determined residual risk and mitigation methods to ensure system was operating in its most secure state.
* Conducted security audits to identify vulnerabilities.
* Working knowledge of network concepts, protocols, and architectures (OSI-model, TCP/IP, major application protocols such as DNS/HTTPS/SMTP, LAN/WANs, VPNs
* Responsible for VRAM management for all systems.
* Developed and maintained incident response protocols to mitigate damage and liability during security breaches.
* Assesses and mitigates system security threats/risks throughout the program life cycle
* Reviewed violations of computer security procedures and developed mitigation plans.
* Performed risk analyses to identify appropriate security countermeasures.
* Recommend improvements in security systems and procedures.
* Comply with all previously stated requirements for HIPAA, Personnel Security, Electronic Security, and Physical Security.

**EDUCATION**

**CERTIFICATION**

CompTIA Security+

Certified Authorization Professional

Prince Georges Community College.

Largo, MD

Introduction to Information Technology

Delsu Consult LTD.

Delta State University. Abraka, Nigeria

Computer Appreciation, Application and MS 360

Cyber Security in (Risk Management Framework)